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PROJECTS IN JAVA / J2EE / J2ME / ANDROID  
 

IEEE PROJECTS 2013 
 

NJA 1 (DN 10005). DESIGN OF GEOGRAPHICAL REPLICA 

NODES DISTRIBUTION BASED ON TTR, INDEXING TECHN.  
 

ARCHITECTURE DIAGRAM  

 
 

DESCRIPTION : In the EXISTING SYSTEM , File consistency maintenance in P2P 

systems does not guarantee the upadation or modification among the Replica Nodes. It is high 

overhead.. In the PROPOSED SYSTEM, to handle these challenges, this paper introduces a poll-

based distributed file consistency maintenance method called geographically aware wave 

(GeWave). Owner node identifies its Members with respect to its TTR (Time to Refresh) value. 

The distribution ensures continuous data update among all the replica nodes. We use Chord 

Algorithm to communicate with Predecessor and Successor Nodes. In the MODIFICATION , 

Index Filter is achieved, Every Root node will maintain the Index data of rest of the Files present 

in its nearest Root Node. This process helps to search any data very easily.  
 

ALGORITHM  / METHODOLOGY:  Linear Increase Multiplicative Decrease, Index, Chord  
 

DOMAIN :  Networking 
 

IEEE REFERENCE: IEEE Transactions on Parallel and Distributed 

Systems, 2013 
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NJA 2 (DN 10014). DETECTION OF REPLICATION ATTACKS 

WITH ALTERED PRIMARY KEY USING LOCALIZATION 

APPROACH & PRIORITY STATUS OF DELIVERY  
 

ARCHITECTURE DIAGRAM  

 

 
DESCRIPTION: In the EXISTING SYSTEM , Defending against Node Replication is not 

achieved in the Present System, only few methods are deployed. In the PROPOSED SYSTEM, 

using Localization Algorithm to identify the exact place of the original node which is verified and 

compared with the requested node to detect whether it is Replica or original node. We are 

monitoring Primary Key for every Node. In the MODIFICATION , this Primary Key will be 

changed on Random basis with Tine Stamp & as attack occurs. Source node will specify Time to 

Live (TTL) for every data Transmission, based on the TTL value Priority of the Packet is 

identified and transmitted accordingly.  

 

ALGORITHM  / METHODOLOGY:  Localization, TTL, Key Gen Algorithm  
 

DOMAIN :  Network Security 
 

IEEE REFERENCE:   IEEE Transactions on Information Forensics and 

Security, 2013 
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NJA 3. REAL -TIME ANDROID BASED INDOOR NAVIGATION 

AND AUTOMATIC LOCATION ALERTING SYSTEM  
 

ARCHITECTURE DIAGRAM  
 

 
 

DESCRIPTION :  In the EXISTING SYSTEM , Tracking of Indoor navigation is really 

tough and it is not achieved using GPS. In the PROPOSED MODEL, Android Mobile User can 

get the current location which is used to find the destination path. User can search the destination 

and can get location map on the mobile based on the Signal Strength. In the MODIFICATION 

Part, User selects the destination and the user gets the Map Image to reach the destination. During 

the mobility user could cross some other Bluetooth also, for example, if this project is 

implemented for a Hospital, User would select, Nero Department and will get the graph to reach 

that Department. During the path, user would be crossing Scan Department. Bluetooth installed in 

that scan department will send itôs ID automatically to the user, even user can to fix appointment if 

he requires & can get the timings. This process will reduce waiting time spend on every Depart.  
 

ALGORITHM  / METHODOLOGY: RSS, Auto scanning Bluetooth 
 

DOMAIN :  Android, Mobile Computing, Embedded 
 

IEEE REFERENCE:   IEEE Paper on COMPSAC,  2013 
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NJA 4. ASSURED DATA TRANSMISSION USING FLOODING 

TIME, AND CAP ACITY CALCULATION  
 

ARCHITECTURE DIAGRAM  

DESCRIPTION:  In the EXISTING SYSTEM , due the fewer co-operations between the 

nodes and high Computation overhead will cause more problems in the Mobile Ad Hoc Networks. 

The data failure will happen during data transmission between the nodes. In the PROPOSED 

SYSTEM, we are implementing the three mechanisms namely, Flooding Time, Broadcasting 

Speed, Network Capacity and Node Mobility. The major objective is to identify the best Route to 

transfer the Data with maximum reliability. Flooding Time is used to identify the every nodes ID, 

route to transmit the data and Next Hops information. In the MODIFICATION Process, We are 

calculating the capacity of the available paths and to choose the best path for the data transmission 

between the mobile nodes.  
 

ALGORITHM  / METHODOLOGY:  Flooding Time, Network Capacity 
 

DOMAIN :  MANET  
 

IEEE REFERENCE: IEEE TRANSACTIONS  on Parallel and Distributed 

Systems, 2013 
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NJA 5 (DN 10012). CASH BOX:  SECURED RFID BASED 

LOCATION AND OTP VERIFICATION SCHEME FOR MONEY 

TRANSPORT VEHICLE  
 

ARCHITECTURE DIAGRAM  

 
 

DESCRIPTION:   In the EXISTING SYSTEM , there is no automatic Security system is 

implemented. We have manual Police Force to protect the Vehicle. In the PROPOSED SYSTEM, 

RFID based security and control system for money transaction vehicles. In real-time GPS will be 

used to locate the Location tracking, but for ease of implementation we are using RFID based 

location detection. Each ATM Centers will be provided with a RFID Tag .In the 

MODIFICATION phase, Vehicle is stopped at a particular Location, which is verified by the 

Server through RFID Card. The server will compare the tag  value with the database and if it 

matches then it will send an OTP number to both money vehicle and to the driverôs mobile number 

as an SMS. Upon receiving the SMS he has type the OTP to let the money box door open.  
 

ALGORITHM  / METHODOLOGY: RFID, Random Number Generation 
 

DOMAIN:     Mobile Computing, Embedded 
 

IEEE REFERENCE:  IEEE Paper on Intelligent Systems, 2013 
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NJA 6. INTEGRATION OF ANDROID & CLOUD COMPUTING 

IMPLEMENTATION OF REMOTE DATA STORAGE WITH 

CHUNKING OF DATA & COMPRESSION 
 

ARCHITECTURE DIAGRAM  

 
 

DESCRIPTION:  In the EXISTING SYSTEM , Mobile Storage Data is not transferable 

when you do carry USB card. There is no external data storage for Mobile. In the PROPOSED 

SYSTEM, Mobile data is Splitted into Smaller parts and stored into several Servers. This Process 

is called as Chunking. This Process ensures security. When ever the data is requested to the main 

server, all the data is rejoined and sent back to the requested User. Data is Compressed and 

retrieved. In the MODIFICATION , We are implementing Real-time Cloud Server then normal 

Server. We are using Drop box Cloud Server for effective data Storage and Retrieval. During Data 

retrieval automatic Key is generated which is used to verify the user.   
 

ALGORITHM  / METHOD OLOGY: Random Key Generation, RLE 
 

DOMAIN:     Android, Mobile Computing  
 

IEEE REFERENCE:  IEEE Paper on WOCN, 2013 
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NJA 7 (DN 10015). DETECTION OF VAMPIRE ATTACKS AND 

ACTUAL ENERGY LEVEL  MONITORING  
 

ARCHITECTURE DIAGRAM  

 

DESCRIPTION:  In the EXISTING SYSTEM , Vampire attack as the composition and 

transmission of a message that causes more energy to be consumed by the network than if an 

honest node transmitted a message of identical size to the same destination. There is no Preventive 

Mechanism for the detection of Vampire Attacks. In the Proposed System, Vampire attacks will 

consume lot of Energy by attacking any node in the Network. It also sends the same packets 

repeatedly via the sane node. Our system identifies the sudden Energy lose and the Packets ID to 

detect this attack. In the MODIFICATION  Part, We are finding the actual Energy level of all the 

nodes from the Predecessors and Successors nodes using Chord Algorithm. Attacker node would 

specify some false Energy level for the attacked nodes. Our Methodology  
 

ALGORITHM  / METHODOLOGY: Optimize Discovery, Chord 
 
 

DOMAIN :  Mobile Computing, Android, Security 
 
 

IEEE REFERENCE:  I EEE Transactions on Mobile Computing, 2013 
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NJA 8 (DN 10016). HARNESSING THE CLOUD FOR SECURELY 

OUTSOURCING LARGE -SCALE SYSTEMS OF LINEAR 

EQUATIONS 
 

ARCHITECTURE DIAGRAM  
 

 

Description: In the EXISTING SYSTEM , despite the tremendous benefits, the fact that 

customers and cloud are not necessarily in the same trusted domain brings many security concerns 

and challenges toward this promising computation outsourcing model. In the PROPOSED 

SYSTEM, we ensure the security for the data management. Data owner will transmit the data 

which is encrypted and stored. Primary key is changed with respect to Time stamp. Keys are 

updated to the data Owner through e mail. After the verification of the Updated Key data owner 

retrieves the Data. In the MODIFICATION , Data Owner will authenticate few registered users 

for accessing that Data. Same updated Key is sent to registered Userôs E mail also, So that they can 

also access the data when ever they require.  
 

ALGORITHM  / METHODOLOGY:  Iterative Algorithm  
 

DOMAIN:      Cloud Computing, Security 
 

IEEE REFERENCE:  IEEE TRANSACTIONS  on Parallel and Distributed 

Systems, 2013 
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NJA 9. ANDROID  BASED SYSTEM TO DETECTION, 

MONITORING OF INTRUSION DETECTION SYSTEM (IDS)  
 

ARCHITECTURE DIAGRAM  

 
 

DESCRIPTION:  In the EXISTING SYSTEM , there is no proper security system is 

implemented in android platform even though lot of mobile userôs presence. In the PROPOSED 

MODEL , IDS is implemented using two techniques namely analysis and detection. It is very 

helpful to detect the Attack. In the MODIFICATION , We implement Two Detection Methods.   

1. Behavioral Approach is done by comparing the previous Behavior with the present Behavior.  

2. Knowledge Approach is done by comparing the set of rules where Training Set is maintained 

and compared accordingly.  

 

ALGORITHM  / METHODOLOGY:  Behavior and Knowledge Algorithm 
 

DOMAIN :  Android, Mobile Computing, Cloud Computing 
 

IEEE REFERENCE: IEEE Paper on BEIAC, 2013 

http://ieeexplore.ieee.org/xpl/articleDetails.jsp?tp=&arnumber=6560251&queryText%3Dhids
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NJA 10 (DN 10020). CONTEXT BASED SEARCH KEY 

INFORMATION REFINDER  
 

ARCHITECTURE DIAGRAM  
 

 

DESCRIPTION:  In this EXISTING SYSTEM  the user collecting different type of data 

from the global web for both read and writing purpose. Also we use lot of key word search the 

information but they could not remember the key where original queries were wrongly 

remembered due to their vague or lost memories. In the PROPOSED SYSTEM we projected 

solution for remember the key words to get the information exactly even a month or a year ago. 

We develop a context-based information refinding approach. A system called ReFinder has been 

implemented to assist users refinding Web pages or files based on their previous accessed context 

including time, place, and concurrent activity In the MODIFICATION PROCESS , we projected 

on not only find the refined queries but also the best web page link visited by the user for that key 

word or queries. Also we also implement feedback system to the best link found by user for their 

queries. 
 

ALGORITHM  / METHODOLOGY:  Cluster-Association-Based Refinding 

Algorithm  
 

DOMAIN :  Data Mining 
 

IEEE REFERENCE:  IEEE Transactions on Knowledge and Data 

Engineering, 2013 
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NJA 11. IDENTIFCATION OF MOBILE NODES WITH 

MULTICAST ROUTING PROTOCOL WITH RELIABLE DATA 

DELIVERY  
 

ARCHITECTURE DIAGRAM  
 

 
DESCRIPTION:  In the EXISTING SYSTEM,  methods still lack efficient multicast 

management and suffer from a long join latency, leading to a disappointing mobility performance. 

In the PROPOSED SYSTEM, Nodes are deployed or Positioned in a particular Access Router, 

these nodes can request a particular Service with its Node ID, Group ID and Service ID. Due to its 

Mobility, Nodes would have disconnected from that particular Access Router and would have 

joined with another Access Router. In the MODIFICATION  Phase, if a User has requested a 

Service and due to its mobility requested data will be transmitted to the user without loss. Data is 

transmitted form Previous Router to the new router and finally to the user.  
 

  

ALGORITHM  / METHODOLOGY : BRANCHING ROUTER BASED  

MULTICAST MANAGEMENT  
 

DOMAIN :  Networking 
 

IEEE REFERENCE:  IEEE TRANSACTIONS  on Parallel and 

Distributed Systems, 2013 
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NJA 12. ANDROID BASED BOAT CONTROL WITH 

AUTOMATIC SAFETY SYSTEM  
 

ARCHITECTURE DIAGRAM  

DESCRIPTION:  In the EXISTING SYSTEM , mobile devices are not connected with the 

external hardware components. In PROPOSED MODEL, hardware is constructed using 

embedded technology along with software application in android. Android is used to control the 

direction of the vehicle along with camera which can be fixed (if requires) for wireless video 

transmission. In MODIFICATION , same android application is developed for boat safety system. 

If boat is in the safe region, direction can be controlled using android. An alert is created and boat 

is stopped if it goes beyond the permitted region.  
 

ALGORITHM  / METHODOLOGY:   
 

DOMAIN :  Android, Mobile Computing, Embedded 
 

IEEE REFERENCE: IEEE Paper on MIRPO, 2013 
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NJA 13 (DN 10021). AUTOMATIC ROBOT BASED BEST BOOKS 

IDENTIFICATION AND ANALYSIS OVER LIBRARY USING 

STEMMING AND RANKING ALGORITHM  
 

ARCHITECTURE DIAGRAM  
 

 
DESCRIPTION :  In many EXISTING SYSTEMS, only manual process identification of 

relevant data is maintained. Even in library we search the books in a manual way only. In the 

PROPOSED SYSTEM, the user provides speech input to the Robot via wireless connection with 

the PC, so that the Robot directs the person with respect data fed in the PC using its arms. IR is 

used for person Identification. In the MODIFICATION  that we propose is, once the user provides 

the voice input, the system will verify all the available books, and finds out the best book by 

comparing Input term frequency with total number of keywords extracted using Stemming 

Algorithm. So that resultant book shelf is identified by the Robot.  
 

ALGORITHM  / METHODOLOGY: Stemming, Ranking, Scoring 
 

DOMAIN :  Mobile Computing, Data Mining, Embedded 
 

IEEE REFERENCE:   IEEE Paper on Information and Communication 

Technologies, 2013 
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NJA 14. LOCALIZATION & DETECTION OF EFFECTIVE 

TRACKING OF CHILDREN USING BLUETOOTH 

TECHNOLOGY  
 

ARCHITECTURE DIAGRAM  

 
DESCRIPTION:  In the EXISTING SYSTEM , children tracking system still a difficult 

task, as parents require server setup. In the PROPOSED MODEL, GPS, GSM voice recorder is 

provider to the children. Parents can send the request to the childôs embedded hardware and can 

track the location. But in our implementation / MODIFICATION  we are using Bluetooth instead 

of GPS for identification of location change in Indoor navigation. If a child is move from expected 

region an automatic SMS alert is send to the parents mobile. An emergency situation also provided 

to the children, in case of emergency. 

 
ALGORITHM  / METHODOLOGY:  Bluetooth Location Detection, SMS Service 
 

 

DOMAIN :  Android, Mobile Computing  
 

 

IEEE REFERENCE: IEEE Paper on Communication & Signal 

Processing, 2013 
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NJA 15 (DN 10023).  EFFICIENT  ALGORITHMS FOR MINING 

HIGH UTILITY  ITEMSETS FROM TRANSACTIONAL 

DATABASES 
 

ARCHITECTURE DIAGRAM  

 

DESCRIPTION:  In the EXISTING SYSTEM , In the framework of frequent item set 

mining, the importance of items to users is not considered. In the PROPOSED SYSTEM, Userôs 

interests of purchase of particular Products are monitored and Frequency Item set is extracted. 

Each node scan its local database and generates the frequent item sets using A-Priori algorithm 

then its corresponding gain value is computed. Based on this gain value, the high utility item sets 

are mined according to the user specified threshold send it to master node. In the 

MODIFICATION , we are measuring, follow up purchase of the set of Products from the date of 

purchase of first product. Ex User 1 would have purchased Computer, then 2 to 3 months later 

same user would purchase Printer. Wed can also measure Expected purchase of the set of products 

from the first purchase.  
 

ALGORITHM  / METHODOLOGY:  IHUPTW  
 

DOMAIN :  Data Mining 
 

IEEE REFERENCE: IEEE Transactions on Knowledge and Data 

Engineering, 2013 
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NJA 16. VOICE  DETECTION COMMAND CONTROL WITH 

FEEDBACK SYSTEM IN ANDROID ENVIRONMENT  

 

ARCHITECTURE DIAGRAM  
 

 

 
 

DESCRIPTION:  In the EXISTING SYSTEM , Indeed mobile has limited computational 

power as it is hand- held device, it is difficult to process voice commands. In the PROPOSED 

MODEL, userôs voice input is processed by the android mobile by converting voice to text and 

passes to embedded hardware for controlling. Once after it is controlled a reply alert is passed to 

the android user. In the MODIFICATION  phase, as alert is provided to the user if power 

consumption crossing the permitted limit.   

 
ALGORITHM  / METHODOLOGY:  Voice Detection, GPRS 
 

DOMAIN :  Android, Mobile Computing, Embedded 
 

IEEE REFERENCE: IEEE Paper on ICCE, 2013 

 

 

http://ieeexplore.ieee.org/xpl/articleDetails.jsp?tp=&arnumber=6486799&contentType=Conference+Publications&ranges%3D2013_2013_p_Publication_Year%26matchBoolean%3Dtrue%26searchField%3DSearch_All%26queryText%3D%28ANDROID%29
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NJA 17 (DN 10024). MUTUAL BILLING VERIFICATION 

SYSTEM FOR DATA ACCESS IN CLOUD ENVIRONMENT   
 

ARCHITECTURE DIAGRAM  
 

 
 

DESCRIPTION:  In the EXISITING SYSTEM , Although Cloud Computing is vast 

developing technology, there is no trustworthiness and security for the data stored in the Cloud 

Servers. This lets people to avoid using Cloud Computing technology. In the PROPOSED 

SYSTEM, we introduce THEMIS, a new billing technology to use the services from the Cloud. 

By using THEMIS, each request and response of the Cloud Service providers and the User will 

send and monitored by Cloud Notary Authority. So that we can increase the trustworthiness of the 

Cloud Services. In the MODIFICATION  process, we generating a session key and send as an 

SMS alert to the userôs mobile. Every time the user logs into the account, theyôve to enter the 

Username, Password and Session Key. If these things are authenticated, the user is allowed to 

access services of the Cloud. This will increase the security level.  
 

ALGORITHM  / METHODOLOGY:   RANDON NUMBER GENERATION ALGORITHM  
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NJA 18. DESIGN OF DEPENDABLE, TRUSTWORTHINESS OF 

DATA COMMUNICATION IN WSN  
 

ARCHITECTURE DIAGRAM  
 

 
 

DESCRIPTION:  In the EXISTING SYSTEM , In the wireless Sensor Networks are 

incapable of satisfying the resource efficiency and trust system because of the high overhead and 

low dependability. In the PROPOSED MODEL, Light Weight and Dependable Trust System 

(LDTS) is used which employees the Clustering Algorithm. The nodes are registered in every 

network and the Cluster Head is identified based on the Number of connections. We use feedback 

model to identify the best and most dependable route to reach the destination. The members are 

CM and their Heads are CH. Base Station acts as an Intermediate Node to Monitor the Data 

Transaction. BS will ask to give Feedback about their Neighbors in order to identify 

Trustworthiness. MODIFICATION  that we propose is Packets are encrypted at the source.  
 

ALGORI THM  / METHODOLOGY:  Clustering Algorithm ,RSA 
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NJA 19 (DN 10026). INFERRING CONTEXTS FROM FACEBOOK 

INTERACTIONS:  A SOCIAL PUBLICITY SCENARIO  
 

ARCHITECTURE DIAGRAM  

 

 
 

DESCRIPTION : The great acceptation of the Social Web has converted social networks, 

blogs and wikis in almost perfect advertising mediums. However, many of the current social 

publicity strategies do not exploit all the potential of these mediums, since they obviate usersô 

online life: the social contexts in which they are involved. Our proposal to reverse this situation is 

a model to infer usersô social contexts by the application of several Natural Language Processing 

(NLP) and data mining techniques over usersô interaction data on Facebook. We take advantage of 

both Facebook and Groupon APIs to provide a deployment scenario in which knowing usersô 

social life allows ads to target the most potential customers, which is beneficial for both companies 

and possible customers. 

 

ALGORITHM  / METHODOLOGY:  Affinity Propagation algorithm  
 

DOMAIN :  Data Mining 
 

IEEE REFERENCE: IEEE Transactions on Knowledge and Data 

Engineering, 2013 
 



 

 
AADHITYAA INFOMEDIA SOLUTIONS  

 
TRUST ME - 

CRISIL 
CERTIFIED 

(FIRST (1ST) ISO 20000, SEI CMMI LEVEL 3 
COMPLIANCE & ISO 9001 : 2008 CERTIFIED 

SOFTWARE DEVELOPMENT COMPANY) 

 

 

 
ISO / IEC 20000 CERTIFIED  

 
 

BHARTIYA UDYOG 

RATAN - AWARDED   

 
 

BITS PILANI 

PRACTICE SCHOOL  

  

  
 

ISO 9001 : 2008 CERTIFIED 

Page 20 of 96 

 

77/2,HABIBULLAH ROAD, T. NAGAR, CH ï 17.  PH : 2834 2821 /  2822 / 2823 
 

  

NJA 20 (DN 10031). MPATH: HIGH -BANDWIDTH DATA 

TRANSFERS WITH MASSIVELY MULTIPATH SOURCE 

ROUTING  
 

ARCHITECTURE DIAGRAM  

 
DESCRIPTION : The capacity of access links has increased dramatically in recent times, 

and bottlenecks are moving deeper into the Internet core. When bottlenecks occur in a core (or AS-

AS peering) link, it is possible to use additional detour paths to improve the end to- end throughput 

between a pair of source and destination nodes. We propose and evaluate a new massively 

multipath (mPath) source routing algorithm to improve end-to-end throughput for high-volume 

data transfers. We demonstrate that our algorithm is practical by implementing a system that 

employs a set of proxies to establish one-hop detour paths between the source and destination 

nodes. 

 

ALGORITHM  / METHODOLOGY:  Source Routing Algorithm  
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NJA 21. BLUE GOAT: NEW APPROACH OF BLUE TOOTH 

BASED MISSED OBJECT TRACKING &  DETECTION SYSTEM  
 
 

ARCHITECTURE DIAGRAM  

. 

DESCRIPTION :   In the EXISTING SYSTEM , only Manual Students Attendance 

tracking is maintained, as for as Missed object tracking System, we will manually Search or make 

Police Complaint. In the PROPOSED SYSTEM, this paper deals about Students Attendance 

system, where Android Place with Bluetooth of the students is used to ping with the Staff mobile 

Phone. Once communication is establishes Attendance is marked. In the MODIFICATION , we 

are implementing the same concept but for different Application, Tracking the missed Object. 

Every Costlier Object that we are using is plugged with Bluetooth Device and a Buzzer. If user 

missed that object, he can send the Bluetooth pairing request from his Android Phone to that 

Object. If that missed object is present in that room / within its range, then automatically paring 

request is accepted & immediately buzzer alarms, so that user can easily identify the missed object. 
 

ALGORITHM  / METHODOLOGY:  Source Routing Algorithm 
 

DOMAIN:      Mobile Computing, Android, Embedded 
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